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Description 
WISeKey, as an enterprise-grade trust services provider always 
made focus on making easy for our customers to make use of 
digital certificates in their internal processes. A common 
requirement from our customers is to control the delivery of 
certificates to their employees or clients by acting as a 
Registration Authority and manage autonomously the issuance 
process. WISeKey’s Managed PKI (MPKI) offering provides to 
our customers the tools to issue fully recognized certificates to 
their users. 

 

WISeKey Offering 
WISeKey provides MPKI to issue Personal, SSL or IoT 
certificates issued by our existing CertifyID Certification 
Authorities or by a dedicated certification authority for the 
customer. 

Through MPKI our customers can manage: 

• S/MIME certificates, to protect email communications, 
ensuring the sender identity and enabling encryption 

• Certificates for Document Signature, including PDF 
signatures 

• SSL Certificates, to secure the corporate web and application 
servers 

• IoT Certificates to authenticate connected devices 

WISeKey Certificates can be adapted to suit more than one 
purpose. 

Features & benefits 
• Customers don't need to invest in a new infrastructure; MPKI 

is delivered as a managed cloud service 
• The MPKI interface can be used to manage personal ,SSL 

and IoT certificates 
• Possibility to issue "branded" certificates. WISeKey can 

dedicate a Certification Authority so certificates appear not 
issued by WISeKey but by the customer CA 

• Our Certificates are trusted worldwide. Customers benefit of 
our WebTrust accreditation and certificates used for e-mail 
security, authentication, SSL or digital signatures will be 
recognized inside and outside the organization 

• Web browser GUI. Easy access for Administrators and End 
Users 

• WISeKey offers a programmatic REST API to enable the 
integration with customer's corporate systems and automate 
the certificate management 

 
 

Why WISeKey MPKI is different? 
WISeKey is a leading eSecurity company, with 20 years of 
experience in information security and trusted digital identities. 
Our strategic location in Switzerland and partnership with 
OISTE foundation set us apart from other digital security 
providers, in that we can offer geopolitical neutrality. Our 
certificates are trusted globally by a wide range of customers, 
governments, business, and individual website hosts, who 
continue to operate in safe and secure environment thanks to 
WISeKey’s digital security solutions. WISeKey’s portfolio offers 
globally trusted certificates with the highest assurance and 
warranties, at a really competitive price. 

All Certificates aren’t equal… Choosing WISeKey is the wise 
choice 

 

 

 

 

WISeKey is a Certification Authority fully 
compliant with the Webtrust requirements 
for Personal and SSL certificates  
  

Our Certificates are recognized by Adobe 
for PDF document signature  

 

 

Web hosting and ISP customers can also benefit of our Reseller 
Program to offer personal and SSL certificates to their 
customers. 

 


